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Introduction

• Prepare yourself

• Understand others



Prepare Yourself: Your Conflict

A recent conflict I had 
was with [name] about 
[topic]. I was frustrated 
because they couldn’t 
see that [my position].



An Issue 
with Jack
Meet Jack. He is a partner 
at Grabbit & Runne, a 
boutique firm in Reno. 
You are a junior associate 
for G&R.
Jack has a reputation for 
being hard nosed and 
direct. He considers 
himself tough but fair.



An Issue with Jack
Jack isn’t happy with you. He asked for 
your help on a project, and you haven’t 
been able to dedicate the time to it that 
he hoped due to your own work 
commitments. It’s a big case for the 
firm and he prides himself on his 
success rate.
When asked you to help, he suggested 
a few hours of work. It’s been weeks 
now and there’s no end in sight.
Last night he sent you an email…



From: Jack
To: Me

Good evening,

We need to talk first thing tomorrow about the ACME case. To 
be honest, I’m not happy about the level of commitment you are 
showing to me, the client, and the firm.

Let me know when you are in tomorrow morning, I will come to 
you.

Jack



Prepare Yourself
Your reaction

Have you been in a similar situation?How would you sleep that night?How would your emotional state be 
the next morning?

Defensive?
Agitated?

Nervous?

Under attack?



Prepare Yourself
Your reaction

Low Stakes vs High Stakes



Prepare Yourself: 
Crucial Conversations

High 
Stakes

Differing 
Opinions

Emotions 
Run 

Strong

Significant Risk of 
Negative 

Consequences





Remember Jack?

Jack isn’t happy with you. He asked for 
your help on a project, and you haven’t 
been able to dedicate the time to it that 
he hoped due to your own work 
commitments. It’s a big case for the 
firm and he prides himself on his 
success rate.
Last night he sent you an email…





Prepare Yourself: 
Crucial Conversations

Ask Yourself:
• What is my goal?

• Can we identify a mutual purpose 
or shared goal?

• How will I avoid becoming 
defensive or reactive?



An Issue 
with Jack

If I don’t get this 
contract done, 

we’re going to lose 
ACME as a client

ACME isn’t important 
right now. XYZ Corp 
pays our bills. Why 
can’t you see that?



Prepare Yourself: 
Systems 1 and 2



Prepare Yourself: 
Systems 1 and 2

• System 1 is automatic and impulsive.
• It enables you to make quick decisions 

with heuristics or mental shortcuts.
• But those shortcuts result in cognitive 

biases
• System 1 is a remnant from our past, 

and it’s crucial to our survival. We don’t 
have to think before jumping away 
from danger.



Prepare Yourself: 
Systems 1 and 2

• System 2 is very conscious, aware and 
considerate.

• It exerts self-control and focus.

• Think about that brain teaser on the LSAT.

• System 2 is one of the most ‘recent’ additions to 
our brain and only a few thousand years old. We 
shifted from worrying about food and shelter to 
earning money, supporting a family, and complex 
decisions.

• However, these 2 systems often fight over who’s 
in charge and this conflict affects how you 
respond to others.



Prepare Yourself: 
Systems 1 and 2

• Your brain is lazy.
• It defaults to system 1 to 

conserve energy.
• But you make intellectual errors 

in system 1.
• When system 1 can’t solve a 

difficult problem, it calls system 
2 into action.









Prepare Yourself: Systems 1 and 2

System 1 System 2



Think back to your conflict. Did you use:

System 1 System 2



Prepare Yourself: 
Amygdala Hijack

•Accommodate
•Attack
•Avoid



Prepare Yourself: 
Amygdala Hijack

• Breathe
• Focus on you body
• Say a mantra
• Label how you feel
• Take a break



An Issue 
with Jack

If I don’t get this 
contract done, 

we’re going to lose 
ACME as a client

ACME isn’t important 
right now. XYZ Corp 
pays our bills. Why 
can’t you see that?





Prepare: 
Your 
default 
response

•Recognize and label your 
reaction

•Was your reaction justified?

•Is compromise or 
collaboration an option?



Prepare

Position

vs

Interests



Position

Your stance on a topic

Interests

Your underlying desired outcome or 
reasons for the stance

I need two weeks to 
finish this contract.

I want to my work to be 
accurate to mitigate risk.



Position

Your stance on a topic

Interests

Your underlying desired outcome or 
reasons for the stance

• Consider your conflict:
• What were your interests? 
• Could you have expressed 

your position better?
• Was there a mutual interest?



Remember Jack?
Before meeting Jack, take a moment to 
identify mutual interests.
• Promotions at the firm are relationship 

driven. You and Jack both want a strong 
relationship.

• Conflict will mark both of your 
reputations.

• This case is difficult, but also prestigious. 
A successful result would benefit you 
both.



Prepare:
Understand 
Others

That’s not how we 
do it around here.

This is due 
today!

This needs to be 
reviewed and approved.

My team is swamped. 
We cannot take on more.



The art of conversation lies 
in listening.

Malcolm Forbes
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Listening Self Reflective Quiz
Frequently Occasionally Rarely

I have a hard time letting others explain fully without interrupting. 3 2 1

I often think people could “get to the point” much faster. 3 2 1

I finish sentences for other people. 3 2 1

I continue the task at hand and do not turn my full attention to the other 
person when they approach me and start talking.

3 2 1

I am caught not knowing what to say because I wasn’t paying attention. 3 2 1

I anticipate what others will say and jump ahead of them in conversation. 3 2 1



How are you at listening?

Ignorer/Pretend 
Listener

0 to 6

Selective Listener
7 to 12

Attentive Listener
13 to 17

Active Listener
18



Understanding Others: Listening Skills

Body Language

• Lower your voice.

• Incline toward the 
speaker, but respect 
personal space.

• Square up. 

• Establish eye contact.

Ask Questions

• Open-ended questions 
like “Tell me more about 
that …”

• Ask why a stance is 
important.

• Ask for additional 
information. What do 
they know that you don’t?

Paraphrase

• Express your 
understanding

• “Let me see if I 
understand correctly…”

• “Do you mean …”

• “Are you saying … “



Understanding Others: Listening Skills

Recognize Feelings

• Validate their feelings.

• “I understand why you 
are frustrated.”

• “If I were in your shoes, I 
would feel the same way.”

Summarize

• Make sure you and the 
speaker have a mutual 
understanding.

• “I now understand your 
concerns. I agree that 
raising the issue with the 
judge would be the best 
way to proceed.”

• “In summary, we all agree 
that …”



Understanding Others: Listening Skills

Consider your conflict. Did you …

• Demonstrate interest and sincerity with attentive 
body language?

• Inquire about the speaker’s perspective?

• Paraphrase the speaker’s words?

• Validate the speaker’s feelings?

• Summarize and restate the main themes of the 
conversation?



Understanding Others: The 3 Whys

Why?

Why?

Why?



Understanding Others: The 3 Whys

Hi Gina, I’m frustrated with 
these negotiations. They are 
stonewalling. I want you to 
turn the screws. Tell them 

that we are not happy.

Okay. Sure. I’ll turn the 
screws. Why do you think 

they are stonewalling?
They think they will get a 
better offer if they delay.

Hmm. Why would there be a 
better offer in the cards?

I’m not sure, but every week 
that goes by risks both of 

our competitors stepping in.

Okay. Why haven’t they done 
the math and realized that 

themselves?

I wonder if they aren’t thinking 
that far ahead. I’m going to sit 

down with them and go 
through the numbers.



Wisdom is the reward you 
get for a lifetime of 

listening when you would 
rather have talked.

- Aristotle



Understanding Others: 
Practice with Jack

Be intentional in how you 
recognize and manage 
potentially difficult 
conversations.



Summary
Prepare

• Identify crucial conversations early

• Recognize your system 1 default

• Identify your interests, not position

Understand

• Uncover the other side’s interests

• Use listening skills

• Use the 3 whys to uncover more



Thank you

Kait Flocchini

kaitf@nvbar.org



The Art of Online 
Legal Research
Or, how your Supreme Court of Nevada Law Library 
card is the key to lots of resources from wherever you 
do legal research and whether ChatGPT will conquer 
the world. 



All about me
• 30+ years as a law librarian!

• B.A. Colorado College (Colorado Springs, CO), M.S.L.S. Catholic 
University of America (Washington, D.C.), J.D. from Lincoln 
Memorial University (Knoxville, TN)

• 7 states

• 4 “big law” law firm libraries

• 2 academic law libraries

• 1 federal agency (EPA)

• 1 Supreme Court!! (always save the best for last)



Agenda
• Resources available from the law library –

remotely!
• New features from Bloomberg Law, Lexis+, 

and Westlaw Precision
• Artificial Intelligence & ChatGPT



Things you already 
know…

Legislative histories, 50-State Surveys, etc. 





Need a guide on a specific topic?

Please let us know!

reference@nvcourts.nv.gov



















Get a library card!













Agenda
• Resources available from the law library –

remotely!
• New features from Bloomberg Law, Lexis+, 

and Westlaw Precision



The law library is so 
much more than books 
& ebooks...



Artificial Intelligence &

Bloomberg Law
Lexis+ AI
Westlaw Precision



Rule 1.1 Competence 

A lawyer shall provide competent 
representation to a client. Competent 

representation requires the legal knowledge, 
skill, thoroughness and preparation reasonably 

necessary for the representation.



















Agenda
• Resources available from the law library –

remotely!
• New features from Bloomberg Law, Lexis+, 

and Westlaw Precision
• Artificial Intelligence and ChatGPT



Rule 1.1 Competence 

A lawyer shall provide competent 
representation to a client. Competent 

representation requires the legal knowledge, 
skill, thoroughness and preparation reasonably 

necessary for the representation.



Artificial Intelligence
• Extractive AI – Finds relevant results within existing data

– Lexis & Westlaw Answers
– Fact and Issue Finder (Lexis)
– Westlaw Precision

• Generative AI – Creates new content from existing data
– Lexis+ AI Video
– Lexis Judicial Brief Analysis
– Westlaw Casetext CoCounsel Chat PDF

• All require human review



Ethics (Attorneys vs. SRLs)
• Rule 1.1 – likely not an attorney issue 
• Good news: if a self-represented litigant uses 

ChatGPT, it should be obvious
• AI Terminology for Legal Information 

Professionals



Ethics (and hallucinations)



Recommendations 
• Judge Castel walked Schwartz through his faulty brief, 

asking whether he’d thought to check the cases on legal 
research databases, in books at a law library, or even on 
Google. Schwartz’s answer each time was “no.”

• The judge asked Schwartz whether he was suspicious of 
one of the main phony cases cited in the brief, the non-
existent “Varghese v. China South Airlines Co.,” which the 
judge said included information that made no sense.

• “Can we agree that is legal gibberish?” Castel asked.















Ann Walsh Long, Director, Law Library
Supreme Court of Nevada Law Library

awalshlong@nvcourts.nv.gov

AWL June 2023



E-DISCOVERY,
TIPS AND TRICKS

Presented by:  

Jon Holpuch

HOLO Discovery

Presenter Notes
Presentation Notes
In this portion of the presentation we will discuss methods of Electronic Data Preservation.
As you probably know, the Nevada Rules of Civil Procedure have recently changed to add a requirement to discuss electronic data (ESI) preservation and trade secret preservation at the 16.1 conference.
Electronic data, or digital data, is any information that is stored on a computer or storage system in electronic format.
Electronic data can be files or documents, but it can also be emails, messages, photos, videos, etc.





What is E-Discovery
• E-discovery, also known as electronic discovery, refers to the 

process of identifying, collecting, and producing electronically 
stored information (ESI) in response to a request for production 
in a legal proceeding. This can include emails, documents, social 
media posts, and other types of digital data.



NRCP 16.1
• Amended effective March 1, 2019

• Under the Nevada Rules of Civil Procedure, parties to a legal 
proceeding have a duty to preserve any ESI that may be relevant to 
the case. This means that they must take reasonable steps to prevent 
the destruction or alteration of any ESI that could be used as 
evidence in the case.

• In addition, the Nevada Rules of Civil Procedure require parties to 
disclose any ESI that is relevant to the case. This means that
parties must produce ESI that is responsive to the other
party's request for production, unless the ESI is
privileged or otherwise protected from disclosure.

Presenter Notes
Presentation Notes
The first step is to identify all sources of electronica data.
This can be done by the client, but is often useful for an attorney or the law firm to assist in the identification.
We use data collection questionnaires to assist with the process.
The questionnaires can be tailored for both corporate and individual clients to determine what sources will need to be preserved.



NRCP 16.1
• “Rule 16.1(b)(4) adopts the Federal Rules of Civil 

Procedure (FRCP) requirement that parties discuss the 
preservation of discoverable evidence, including 
electronically stored information, trade secrets and 
confidential information, including whether a 
confidentiality order or a motion for a protective order 
under Rule 26(c) is necessary.”  (nvbar.org)

• This is a good time to discuss production protocols.

Presenter Notes
Presentation Notes
The first step is to identify all sources of electronica data.
This can be done by the client, but is often useful for an attorney or the law firm to assist in the identification.
We use data collection questionnaires to assist with the process.
The questionnaires can be tailored for both corporate and individual clients to determine what sources will need to be preserved.



ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




DATA SOURCES
• Where can data be found?

Presenter Notes
Presentation Notes
Electronic data doesn’t necessarily have to be stored on a computer.  Data can also be stored on:
Desktop and laptop computers
Smart phones and traditional cell phones
Tablets
External devices such as thumb drives and external hard drives
Voice controlled speakers such as Amazon Echo or Google Home
Car stereos and navigation systems
Drones



CLOUD DATA SOURCES
• On the internet and in the cloud.

Presenter Notes
Presentation Notes
Electronic data does not have to be stored on a physical device in your possession.
It can also be found on the internet or in the cloud.
Social media sites such as Facebook, Twitter, Instagram, and others all store data as posts, comments, photos, etc. that can be collected and preserved.
Emails from service providers such as Gmail, Office365, and others can be collected using standard protocols.
Data can also be found and collected from cloud storage services like Dropbox, Google Drive, iCloud, etc.



E-DISCOVERY GOALS

Defensible Thorough Usable Results

Cost Effective

Information
Governance Identification

Preservation

Collection

Processing

Review

Analysis

Production Presentation

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




IDENTIFY SOURCES
• List of key participants from the company
• Type of email system (exchange/cloud/pop)
• List of devices that they used (laptop/cell/desktop), make, model, serial numbers
• How old are these devices?
• What are the operating systems on the devices?
• Data retention policy (if any)
• Legal hold policy (if any)
• What programs are used to view the emails (outlook, thunderbird, etc.)?
• List of email accounts used
• List of active users during the relevant time period
• List of key participants personal email accounts
• Relevant time period
• List of all cloud accounts used
• List of all social media accounts
• List of internal messenger/chat applications 
• List of servers, file shares, network storage devices
• List of External hard drives, thumb drives or other removeable media  



PRESERVATION/LEGAL 
HOLD

The Parties represent that they have issued litigation 
hold notices to those custodians with data, and 
persons or entities responsible for maintenance of 
non-custodial data, which, based upon then-current 
information available, are reasonably likely to 
contain discoverable information. 



PHYSICAL COLLECTION

• Chain of Custody 
preserved during 
collection

Presenter Notes
Presentation Notes
As part of collecting data from a physical device we establish a Chain of Custody complete with signatures and pictures which includes device and serial number.
Examples of the Collection Questionnaires and Chain of Custody can be provided at the end of the presentation.



LAPTOPS/DESKTOPS

• Complete Forensic Image Created

• By making a mirror image, or exact copy, sector by 
sector, of the hard disk

• Most complete and defensible way to preserve

• Allows analysis and possible recovery of deleted 
data

Presenter Notes
Presentation Notes
The most thorough way to collect data from a computer (laptop, desktop, or server) is to make a forensic image of the device.  This is done using specialized software or external devices.
A forensic image is a mirror image, or exact, sector by sector copy of a hard disk.
In addition to preserving files found on a computer, a forensic image would allow for an expert to analyze and recover deleted data if needed at a later date.
A forensic image is the most complete and defensible way to preserve laptops and desktops.




LAPTOPS/DESKTOPS

• Active File Collection / Logical Collection

• Only files/folders actively available on the computer 
are collected

• Will not include deleted data

Presenter Notes
Presentation Notes
The most thorough way to collect data from a computer (laptop, desktop, or server) is to make a forensic image of the device.  This is done using specialized software or external devices.
A forensic image is a mirror image, or exact, sector by sector copy of a hard disk.
In addition to preserving files found on a computer, a forensic image would allow for an expert to analyze and recover deleted data if needed at a later date.
A forensic image is the most complete and defensible way to preserve laptops and desktops.




MOBILE DEVICE 
PRESERVATION

• Information Available on Devices

• Text messages/Chat Messages

• Call History

• Photos/Videos/Audio

• Voice Mail

• Browser History

• Location Information

• Wi-Fi Hot Spot Connections

• App Information

• Deleted Data

Presenter Notes
Presentation Notes
Mobile devices can contain a rich set of data beyond simple call history and messages.
Messages can be sent and stored as:
SMS (Short Message Service messages), which are up to 160 characters long,
MMS (Multimedia Messaging Service messages), which are text messages that can contain multimedia content such as photos or videos, and
Chat messages, which are messages sent using chat programs like iMessage, WhatsApp, Facebook Messenger, and others.
In addition, cell phones can contain voice mails, browser history, location information (GPS coordinates or Wi-Fi hot spot connections), and app data.
Deleted data can be recovered, including deleted messages, photos, and videos.



• Screenshot-only collection may be inadequate

• Commercial collection software available and 
more comprehensive

• We use:

MOBILE DEVICE 
PRESEREVATION

Presenter Notes
Presentation Notes
While it is possible to take screenshots on a phone and preserve them, this may not always be adequate.
Consider situations where data has been lost or deleted.  For example, iPhones only show the 100 most recent calls in the call log, but many more can be recovered from deleted data.
Commercial software can be used to collect data from cell phones in a more comprehensive and defensible manner.
At Holo Discovery we use Cellebrite.



WEB-BASED EMAIL &
CLOUD APPLICATIONS

• Some email systems include e-discovery tools.

• Specialized software allows remote data collection

• Will require 2-factor authentication (client providing key 
codes to allow us remote access)

• Client privacy protected in various ways:

• Temporary passwords

• On-site collection

Presenter Notes
Presentation Notes
Utilizing specialized software, data can be collected remotely.
For the privacy of the client, it is recommended that the password is changed to a temporary password throughout the duration of the collection or performed onsite at the time of collection to enter password.
When the collect is performed onsite, the client is able to type in the password without having to provide it to us first.
Most services require 2-factor authentication meaning the client would need to provide you with key code sent via text messaging upon logging in.
Typically emails are stored in a format that can be easily processed for searching and reviewing data.



SOCIAL MEDIA 
PRESERVATION

• Facebook, Instagram, Twitter, LinkedIn, YouTube, etc.

• Specialized software, remote collection

• 2-factor authentication

• Client privacy protected

• Temp passwords, on-site collection

• Report includes:

• Posts/comments

• Photos/videos

• Metadata

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



SELF COLLECTION – THE RISKS
• “Attorneys have a duty to oversee their clients’ collection of information and 
documents, especially when ESI is involved, during the discovery process. Although 
clients can certainly be tasked with searching for, collecting, and producing discovery, 
it must be accomplished under the advice and supervision of counsel, or at least with 
counsel possessing sufficient knowledge of the process utilized by the client. Parties 
and clients, who are often lay persons, do not normally have the knowledge and 
expertise to understand their discovery obligations, to conduct appropriate searches, 
to collect responsive discovery, and then to fully produce it, especially when dealing 
with ESI, without counsel’s guiding hand.”

• Applicable case law informs that “self collection by a layperson of information on an 
electronic device is highly problematic and raises a real risk that data could be 
destroyed or corrupted.”

• Most of our clients utilize some manner of data identification and self-collection on 
their cases.  The issue comes down to oversight and supervision.  The panelists 
admitted that, while self collection is not a best practice, it happens in most of the 
cases they see.  



ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




DATA PROCESSING
• 188,000,000 emails are sent every minute  (Domo)

• Worldwide, there are 40 Zettabytes of data

• That’s 40,000,000,000,000,000,000,000 Bytes, or

• 40 times the number of stars in the observable 
universe

• How can we process data in an efficient way?

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



DATA PROCESSING - 
FILTERING

• Date Filters – What is the relevant date range?

• Document Type Filters – Emails, Office Documents, CAD

• De-Duplication

• Search Terms

• Email Threading

• Email Participant Lists

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



DATA PROCESSING – 
SEARCH TERMS

• The Enron data contains 182,170 documents.

• There is a custodian named Andrea Ring.  How can we 
filter her emails?

• Search for “Ring”.  This returns 769 documents, but may 
contain false positives.

• Search for “Andrea” w/2 “Ring”.  This returns 244 
documents.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



DATA PROCESSING – 
METADATA

• Metadata is “data about data”.

• Information about files and documents

• Dates and times (Last Modified Date, Sent Date)

• Author/Sender/Recipients

• Location information (GPS coordinates)

• During processing, metadata is extracted from documents and can 
be provided as part of productions

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




REVIEW
• How many documents to review?

• Smaller sets can be reviewed as PDF files

• Larger sets would require a review platform and/or teams to 
review

• Native Files vs. Image Files
• Native files are typically smaller in size than image files, but may 

need to be reviewed in review platforms if you don’t have the 
software

• PDF image files can easily be reviewed from your computer

• Tiff image files are best reviewed using a review platform

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




DATABASE 
DOCUMENT LIST VIEW



DATABASE 
DOCUMENT AND CODING



ANALYTICS
• Email Threading

• Groups emails by their conversation.

• The top-most emails and emails with attachments are 
known as “Inclusive Emails”.  These can be reviewed.

• “Non-Inclusive Emails” can be set aside or produced along 
with the inclusive ones.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ANALYTICS

• Email Threading

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ANALYTICS

• Near-Duplication

• Near Duplication compares the text of documents and 
generates a similarity score.

• While the this can be useful for identifying similar 
documents, it is not as accurate as a true de-duplication.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ANALYTICS

• Near-Duplication
• Consider the phrases:

• “Hello I am Sam. Do you like Green Eggs and Ham?  I do like 
Green Eggs and Ham.”

• “Hello I am Sam. Do you like Green Eggs and Ham?  I do not 
like Green Eggs and Ham.”

• The first phrase is 95.18% similar to the second
phrase using the Damerau-Levenshtein
algorithm.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



A.I. ASSISTED REVIEW
• One or more reviewers code documents for relevance.

• Artificial intelligence is then used to apply the same coding 
decisions to similar documents.

• In recent cases, we have used the following process for TAR:
• Reviewing firm codes a round of documents for relevance and 

privilege.
• Non-privileged documents are sent to opposing counsel for review 

and confirmation that coding decisions are correct.
• Assisted Review ran against entire set of documents to code for 

relevance.
• Additional rounds repeated as needed
• Reviewing firm performs final round of privilege review, and all 

relevant, non-privileged documents produced to opposition.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ELECTRONIC DATA 
REFERENCE MODEL

Presenter Notes
Presentation Notes
The Electronic Data Reference Model is a workflow that outlines the standards for the preservation, recovery, and discovery of digital data from pre-litigation through litigation.

In this presentation we are going to be discussing the earlier phases of the EDRM model that are used in pre-litigation.
In particular:
Identification,
Preservation, and
Collection




PRODUCTION
• Establish Protocol Early in Case (NRCP 16 Conference)

• NRCP Rule 34.a(1)(A) “… to produce … any designated documents or 
electronically stored information … stored in any medium from which 
information can be obtained either directly or, if necessary, after translation by 
the responding party into a reasonably usable form.”

• Native Files vs. Image Files

• Native productions are more cost effective

• Image files can be stamped to identify each page of each
document

• We recommend reviewing native files, but producing image files

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



PRODUCTION 
SPECIFICATIONS

• PDF

• Works well with small productions (1,000 documents or less)

• Images with Load Files

• Recommended for larger productions

• Natives with Load Files

• Recommended for larger productions

• No Bates stamps.  The file is given a unique number similar to a Bates
stamp.

• Special care must be given if files are used in deposition or trial such
as stamping the document on the page level using the unique
number and adding .0001, .0002 and so on on the page level.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



ESI PROTOCOL

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



DISPUTES INVOLVING 
SPOLIATION OR 
PRODUCTION

• Consider establishing a Third Party Protocol
• Often we are listed as a neutral third party to ensure all 

data is collected, handled, and produced in a proper 
format.

• Save on costs.

• Defines search terms and parameters with all parties.

• Collections performed in a proper format.

• Consistent production protocol and documentation.

Presenter Notes
Presentation Notes
The first step is to identify all sources of electronica data.
This can be done by the client, but is often useful for an attorney or the law firm to assist in the identification.
We use data collection questionnaires to assist with the process.
The questionnaires can be tailored for both corporate and individual clients to determine what sources will need to be preserved.



FORENSIC INSPECTION 
PROTOCOL



FINAL THOUGHTS
• When possible, use NRCP rules to determine production of ESI. 

• Encourage or require early conferencing.

• If needed, let the parties educate you about the technology.

• To the extent possible, let the parties work out their own agreements.

• Rule quickly on ESI disputes.

• Where costs can be an issue, consider cost-shifting or
cost-sharing among parties.

• Think ahead to how the requested ESI will be used
in the courtroom, and plan ahead for the outcome.

Presenter Notes
Presentation Notes
Similar to web-based emails, utilizing specialized software, data can be collected remotely.
Once again, it is recommended that the password is changed to a temporary password throughout the duration of the collection or onsite at the time of collection to enter password.
Two-factor authentication is sometimes required as well for social media.
After the data is collected, it can then be provided in defensible report format complete with posts and comments, photos, videos, and metadata.



E-DISCOVERY,
TIPS AND TRICKS

Jon Holpuch

HOLO Discovery

• Questions?
• Comments?

Presenter Notes
Presentation Notes
In this portion of the presentation we will discuss methods of Electronic Data Preservation.
As you probably know, the Nevada Rules of Civil Procedure have recently changed to add a requirement to discuss electronic data (ESI) preservation and trade secret preservation at the 16.1 conference.
Electronic data, or digital data, is any information that is stored on a computer or storage system in electronic format.
Electronic data can be files or documents, but it can also be emails, messages, photos, videos, etc.
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